Na podlagi dologil Splosne uredbe o varstyy osebnih podatkov (Uredba (EV) 2016/679
Evropskega pParlamenta in Sveta dne 27. aprila 2016) in Zakona o varstvu osebnih

podatkov ZVOP-2 (Uradni list RS, &t. 163/22) je Zbor drugtva §tudentskega kluba Zalec,
dne 29.12. 2024 sprejel:

Pravilnik o varovanju osebnih podatkov

1. ¢len
(splogne doloébe)

U] S tem pravilnikom se dolocajo organizacijski, tehniéni in logi¢no-tehnicni
postopki in ukrepi za varnost osebnih podatkov v Studentskem klubu Zalec (v
nadaljevanju: Klub) z nNamenom, da se prepreci slu¢ajno, namerno ali drugace
nezakonito unienje, spremembo, izgubo, nepooblasdéeno razkritje, dostop ali drugo
nepooblasc¢eno obdelavo osebnih podatkov.

2) Dolocbe tega pravilnika se smiselno uporabljajo tudi za varnost podatkov, ki so
v dokumentaciji tehni¢nega in poslovnega znacaja s strani Kluba in/ali zunanyjih

2. ¢len
(pomen izrazov)

V tem pravilniku uporabljeni izrazi imajo naslednji pomen:

a) Osebni podatek - katerokolj informacijo v zvezi dolo¢enim alj dologljivim
pPosameznikom (v nadaljnjem besedily: Posameznik, na katerega se Nanasajo osebnij
podatki); dolo¢ljiv Posameznik je tisti, kij 9a je mogoc&e neposredno ali posredno

dolociti, zlasti z navedbo identifikatorja, kot je ime, identifikacijska stevilka, podatki o

fizi€no, fiziolosko, gensko, dusevno, gospodarsko, kulturno alj druZbeno identiteto tega
pPosameznika.

b) Obdelava osebnih podatkov - vsako dejanje ali niz dejanj, ki se izvaja v zvezi z
osebnimi podatki ali nizi osebnih podatkov z avtomatiziranimi sredstvi alj brez njih,
kot je zbiranje, belezenje, urejanje, strukturiranje, shranjevanje, prilagajanje ali
spreminjanje, priklic, vpogled, uporaba, razkritje s posredovanjem, razsirjanje ali
drugaéno omogocanje dostopa, prilagajanje ali kombiniranje, omejevanje, izbris ali
unicenje.




c) psevdonimizacija — pomeni obdelavo osebnih podatkov na nacin, da osebnih
podatkov brez dodatnih informacij ni ved mogode pripisati specificnemu
posamezniku, Na katerega se nanasajo osebni podatki, Ce se take dodatne informacije
hranijo lo¢eno ter zanje veljajo tehni¢ni in organizacijski ukrepi za zagotavljanje, dase
osebni podatki ne pripisejo dolocenemu ali dologljivemu posamezniku.

d) Zbirka - je vsak strukturiran niz osebnih podatkov, ki so dostopni v skladu s
posebnimi merili, niz pa je lahko centraliziran, decentraliziran ali razprsen na
funkcionalni ali geografski podlagi.

e) Upravljavec — pomeni fizicno ali pravno osebo, javni organ, agencijo ali drugo
telo, ki samo ali skupaj z drugimi doloCa namene in sredstva obdelave; kadar namene
in sredstva obdelave doloCa pravo Evropske unije (v nadaljevajnu: EU) ali pravo drzave
&lanice, se lahko upravijavec ali posebna merila za njegovo imenovanje dolocijo s
pravom EU ali pravom drzave Clanice.

f) Obdelovalec - pomeni fizicno ali pravno osebo, javni organ, agencijo ali drugo
telo, ki obdeluje osebne podatke vimenu upravijavca.

g) Uporabnik - pomeni fizicno ali pravno osebo, javni organ, agencijo ali drugo
telo, ki so mu bili osebni podatki razkriti, ne glede na to, ali je tretja oseba ali ne.
Vendar pa se javni organi, ki lahko prejmejo osebne podatke v okviru posamezne
poizvedbe v skladu s pravom EU ali pravom drzave &lanice, ne Stejejo za uporabnike;
obdelava teh podatkov s strani teh javnih organov poteka v skladu z veljavnimi pravili
o varstvu podatkov glede na namene obdelave.

h) Tretja oseba — pomeni fizicno ali pravno osebo, javni organ, agencijo ali telo, ki
ni posameznik, na katerega se nanasajo osebni podatki, upravljavec, obdelovalec in
osebe, ki so pooblascene za obdelavo osebnih podatkov pod neposrednim vodstvom
upravljavca ali obdelovalca.

i) Privolitev posameznika, na katerega se nanasajo osebni podatki — pomeni
vsako prostovoljno, izrecno, informirano in nedvoumno izjavo volje posameznika, na
katerega se nanasajo osebni podatki, s katero z izjavo ali jasnim pritrdilnim dejanjem
izrazi soglasje za obdelavo osebnih podatkov, ki se nanasajo nanj.

j) Krsitev varstva osebnih podatkov - pomeni krsitev varnosti, ki povzroCi
nenamerno ali nezakonito unic¢enje, izgubo, spremembo, nepooblasteno razkritje ali
dostop do osebnih podatkoy, ki so poslani, shranjeni ali kako drugace obdelani.

k) Nadzorni organ - pomeni neodvisen javni organ, informacijskega
pooblascenca, dologenega z vsakokrat veljavnim Zakonom O varstvu osebnih
podatkov ter zakonom, ki ureja informacijskega pooblascenca.

) Splosna uredba o varstvu osebnih podatkov - Uredba (EU) 2016/679
Evropskega parlamenta in Sveta z dne 27. aprila 2016 o varstvu posameznikov pri
obdelavi osebnih podatkov in o prostem pretoku takih podatkov ter o razveljavitvi
Direktive 95/46/ES.

m) Predpisi s podroéja varstva osebnih podatkov - pomeni predpise, ki urejajo
podrocje varnosti osebnih podatkov (primeroma: Splogna uredba, Zakon o varstvu



0sebnih podatkov, podro¢na zakonodaja, ki se Nanasa na varstvo osebnih podatkov,
predmetni pravilnik ipd.).

n) Nosilci osebnih Podatkov - pomeni vse vrste sredstev, na katerih so z5 pisani alj
pPosneti podatki (listine, akti, gradiva, spisi, racunalniska oprema, vklju¢no z
magnetnimi, optiénimi alj drugimi racunalniskimi mediji, fotokopije, zZvocno in
slikovno gradivo, traéne enote, naprave za prenos podatkov ipd.).

o) Varovani prostori — pPomeni prostore, v katerih se nahajajo nosilci podatkov, ki
vsebujejo osebne podatke, poslovne skrivnosti in druge zaupne podatke, strojna in
programska oprema.

p) Poslovna skrivnost — SO podatki, ki so oznaéeni z oznako zaupnosti v skladu z
Zakonom o gospodarskih druzbah.

3. ¢len
(evidenca dejavnosti obdelav in vzpostavitey zbirke osebnih podatkov)

(1) Klub vodi evidenco dejavnosti obdelay. Del evidence dejavnosti obdelav so

odgovorna oseba za dolo¢eno zbirko osebnih podatkov (v nadaljevanju; odgovorna
oseba), ki jo dologi zakoniti zastopnik Kluba.

(3) Clani organov Kluba in sodelavci, ki obdelujejo osebne podatke (v nadaljevanju:
pooblaséeni obdelovalci), morajo biti Seznanjeni z evidenco dejavnosti obdelay,
vpogled v evidenco dejavnosti obdelay osebnih podatkov pa je potrebno omogoditi
vsakomur, ki to zahteva.

(4) Zbirka osebnih podatkov v evidenci dejavnosti obdelav se dopolnjuje ob vsaki
spremembi vrste osebnih podatkov.

4, élen

a) naziv zbirke osebnih podatkoyv,
b) osebno ime in funkcija odgovorne osebe ter
¢) funkcija pooblag&eninh obdelovalcey.

5. ¢len
(obdelava osebnih podatkov)




) V zbirki osebnih podatkov s€ lahko obdelujejo le tisti osebni podatkKi, ki imajo
ustrezno pravno podiago, ki je doloCena Vv 6. &lenu Splogne uredbe (primer: zakon,
privolitev posameznika, pogodba itd.).

(2) Osebni podatki se smejo sbirati samo za dolo¢ene in zakonite namene ter se ne
smejo nadalje obdelovati tako, da bi bila njihova obdelava v neskladju s temi nameni,
razen &e zakon doloca drugace.

(3) Odgovorne osebe in pooblasceni obdelovalci morajo biti pred obdelavo osebnih
podatkov seznanjene z dolo&bami predpisov s podrogja varstva osebnih podatkov.

(4) V primeru, da je pravna podlaga za obdelavo osebnih podatkov podana osebna
privolitev posameznika, mora biti slednji obvescen O obdelavi osebnih podatkov na
nadin kot dologa 13. €len Splosne uredbe.

(5) Obdelava osebnih podatkov lahko poteka na nacin, da se osebni podatki
posameznikov psevdonimizirajo.

7. clen
(posredovanje osebnih podatkov)

m Osebni podatki se na zahtevo uporabnika posredujejo  samo tistim
uporabnikom, ki se izkazejo z ustrezno ~akonsko podlago ali s pisno privolitvijo
posameznika, na katerega se podatki nanasajo.

2) Osebni podatki se po uradni dolZnosti posredujejo samo tistim uporabnikom, ki
imajo ustrezno zakonsko podlago.

(3) Uporabnik lahko posredovanje osebnih podatkov iz prvega odstavka tega clena
sahteva s pisno viogo. Ob vlozitvi pisne vloge mora uporabnik jasno navesti dolocbo
sakona, ki ga pooblasca za pridobitev osebnih podatkoy, ali pa mora k vlogi priloZiti
pisno privolitev posameznika, na katerega se podatki nanasajo. Vlogo preuci zakoniti
zastopnik Kluba v sodelovanju s pooblaseno osebo za varstvo osebnih podatkov na
Klubu.

(4) Osebni podatki, ki se posredujejo uporabniku v fizicni obliki, morajo biti
posredovani v ovojnici, ki ne omogoda, da bi bila ob svetlobi vidna vsebina ovojnice.
Ovojnica mora tudi zagotoviti, da odprtja ovojnice in seznanitve z njeno vsebino ni
mogod&e opraviti brez vidne sledi odpiranja ovojnice.

(5) Osebne podatke je dovoljeno posredovati z informacijskimi, komunikacijskimi
in drugimi sredstvi le ob izvajanju postopkov in ukrepov, Ki nepooblascenim osebam
preprecujejo prilas¢anje ali unic¢enje podatkov ter neupraviceno seznanjanje z Njinovo
vsebino.

(®) Oseba, ki je zadolzena za sprejem in evidenco poste, mora izro&iti postno
posiljko z osebnimi podatki neposredno posamezniku, na katerega je posilika
naslovijena.

(7) Oseba, ki je zadolzena za sprejem in evidenco poste, odpira in pregleduje vse
postne posiljke in posiljke, ki na drug nadin prispejo na Klub - prinesejo jih stranke ali
kurirji, razen posiljk:



(8) Osebni podatki se posiljajo priporo&eno,

9) Klub nikoli ne Posreduje originalnih dokumentov, razen v primeru izrecne pisne
odredbe oblastnega organa s katero se zahtevajo originalni dokumenti.

8. ¢len
(evidenca Posredovanj)

(1) Vsako Posredovanje osebnih podatkov iz 3. &lena S€ zaznamuje z navedbo

podatki, oziroma havedba, da je bilo posredovanje opravijeno po uradnj dolZnosti,
¢) datumin ura posredovanja osebnih podatkov ter

d) pravna podlaga, na kateri so bilj pPosredovani osebni podatki.

e) Uradni zaznamek iz prejSnjega odstavka je v pisni alj elektronski obliki kot
del podatkov zadeve, o kateri se vodj postopek.

(3) Dolo¢be 6. in 7. &lena se smiselno uporabljajo tudi za posredovanje osebnih
podatkov funkcionarjev zZnotraj Kluba.

9. ¢len

(1) Osebni podatki se lahko shranjujejo le toliko Casa, kot je razvidno iz posamezne
zbirke osebnih podatkov. Za brisanje/uniéenje podatkov se uporabljajo dolocbe

(2) Po preteku roka hranjenja se osebni podatki zbrigejo, unicijo, blokirajo alj

drugace.

(3) Za brisanje osebnih podatkov v elektronski obliki se uporabi takSna metoda
brisanja, da je nemogoca obnovitev vseh ali dela brisanih podatkov.

(4) Osebni podatki v fizi¢ni obliki se uni¢ijo na nacin, s katerim se zagotovi, da
Postane osebni podatek nerazpoznaven in neobnovljiv (npr. rezalnik papirja).
Prepovedano je odmetavati odpadne nosilce podatkov, Ki vsebujejo osebne podatke,
na nacin, ki omogoca obnovitev alj razpoznavnost osebnih podatkov (npr. v kog za
smeti).

(5) Pri prenosu nosilcey osebnih podatkov na mesto  unicenja je potrebno
Zagotoviti ustrezno Zavarovanje tudi v ¢asy prenocsa.




10. ¢len
(varovanje prostorov)

m Klub ima poslovne prostore Askerdevi ulici 13 v Jaleu. Vhod v poslovne prostore
je varovan z vrati, posamezne pisarne se zaklepajo, prav tako omare z dokumenti.

(2) Nosilci osebnih podatkov se nahajajo v ustrezno varovanih prostorih/mestih, ki
onemogocajo nepooblaséenim osebam dostop do podatkov.

(3) \arovani prostori morajo biti varovani s tehni¢nimi in organizacijskimi ukrepi, s
katerimi se varujejo osebni podatki ter preprecuje njihovo slucajno, namerno ali
drugaée nezakonito uniéenje, spremembo, izgubo, nepooblaséeno razkritje, dostop ali
drugo nepooblasceno obdelavo.

(4) Dostop Vv prostore je mogo¢ le v casu uradnih ur, izven tega ¢asa pa samo po
predhodni odobritvi zakonitega zastopnika Kluba.

(5) Varovani prostori ne smejo ostajati nenadzorovani, oziroma se morajo zaklepati
ob odsotnosti oseb, ki so sadolzene za njihov nadzor.

(©) \ &asu odsotnosti oseb, odgovornih za varnost osebnih podatkov, morajo biti
omare, pisalne mize in druga nahajalisCa nosilcev osebnih podatkov zaklenjeni,
racunalniki in druga strojna oprema izklopljeni in kako drugace fizi¢no ali programsko
zaklenjeni. Kljuci se hranijo v skladu z navodili in se ne puscajo Vv kljucavnici v vratih na
zunanji strani vrat.

(7) Eunkcionarji in zunanji izvajalci ne smejo pu&cati nosilcev osebnih podatkov na
mizah in drugih nezavarovanih mestih v prisotnosti oseb, ki nimajo pravice vpogleda v
te podatke, nosilci podatkov in racunalnigki prikazovalniki pa morajo biti namesceni
tako, da nepooblascene osebe nimajo vpogleda vanje.

(8) Vzdrzevanje in popravila strojne ra¢unalnigke in druge opreme lahko izvajajo
poobladceni servisi in vzdrzevalci, Ki imajo s Klubom sklenjeno ustrezno pogodbeno
razmerje.

9) Vzdrzevalci prostorov, strojne in programske opreme, obiskovalci in poslovni
partnerji se smejo gibati v varovanih prostorin samo z vednostjo osebe, Ki nadzoruje
varovani prostor, kjer se oseba giba.

1. ¢len
(varovanje raéunalniske opreme)

m Dostop do programske opreme mora biti varovan tako, da je omogocen dostop
samo tistim osebam, Ki jih je dolocil sakoniti zastopnik Kluba in zunanjim izvajalcem,
ki v skladu s pogodbo opravljajo dogovorjene storitve.

(2) Popravijanje, spreminjanje in dopolnjevanje sistemske in aplikativne
programske opreme je dovoljeno samo na podlagi odobritve zakonitega zastopnika
Kluba, izvajajo pa 9a lahko poobladZeni servisi in organizacije, ki imajo s Klubom
sklenjeno ustrezno pogodbo. Izvajalci morajo spremembe in dopolnitve sistemske in
aplikativhe programske opreme ustrezno dokumentirati.



(3) Za shranjevanje in varovanje aplikativhe programske opreme veljajo enaka
dologila, kot za ostale podatke iz tega pravilnika.

(4) Na diskih mreznega stre?nika in lokalnih delovnih postaj, kjer se nahajajo
osebni podatki, se avtomatsko preverja prisotnost racunalnigkih virusov (z
antivirusnim programom). V primeru, da se pojavi racunalnigki virus, ga je potrebno
nemudoma odpraviti, obenem Pa ugotovi vzrok pojave virusa v racunalniskem
informacijskem sistemu in sprejeti ustrezne ukrepe.

(5) Vsi osebni podatki in programska oprema, ki so namenjeni uporabi v
racunalniskem informacijskem sistemu, in prispejo na Klub na medijih za prenos
racunalnidkih podatkov ali preko telekomunikacijskih kanalov, morajo biti pred
uporabo preverjeni glede prisotnosti racunalnigkinh virusov. Preverjanje opravi oseba,
pooblaséena s strani za konitega zastopnika Kluba.

(6) Funkcionarji ne smejo namescat] ali odnasati programske opreme brez
vednosti in odobritve zakonitega zastopnika Kluba.
(7) Dostop do podatkov preko aplikativhe programske opreme se varuje s

sistemom gesel za avtorizacijo in identifikacijo uporabnikov programov in podatkov,
sistem gesel pa mora omogocati tudi moZnost naknadnega ugotavljanja, kdaj je bil
opravljen vnos posameznih osebnih podatkov v zbirko podatkov, kdaj so bili podatki
uporabljeni ali drugace obdelovani ter kdo je to storil.

(8) Za potrebe restavriranja racunalniskega sistema ob okvarah in ob drugih
iZzjemnih situacijah se zagotavlja redna izdelava kopij vsebine mreznega streznika in
lokalnih postaj, ¢e se podatki tam nahajajo. Racunalnigke kopije vsebin zbirk osebnih
podatkov (backup) na medijih se hranijo v zavarovanih zaklenjenih prostorih in v
predpisanih klimatskih razmerah.

12. clen
(pogodbena obdelava osebnih podatkov)

(1) Klub za potrebe pogodbene obdelave osebnih podatkov z vsako Zunanjo
pravno ali fizicno osebo, ki opravlja posamezna opravila v zvezi z obdelavo osebnih
podatkov in je registrirana za opravljanje takine dejavnosti (obdelovalec), sklene pisno
pogodbo, kot je dolodeno v 28. &leny Splosne uredbe.

(2) Obdelovalec sme opravijati storitve obdelave osebnih podatkov samo v okviru
pooblastil Kluba kot upravljavca in podatkov ne sme obdelovati alj drugace uporabljati
za noben drug namen.

(3) Obdelovalec, ki za Klub opravlja dogovorjene storitve izven prostorov
upravljavca, mora imeti vsaj enako strog na&in varovanja osebnih podatkov, kakor ga
predvideva ta pravilnik.

(4) Navedeno v 6. &lenu tega pravilnika velja tudi za pogodbene obdelovalce, ki
vzdriujejo obstojedo strojno in programsko opremo ter izdelujejo in Nnamescajo novo
strojno ali programsko opremo.

(5) Klub vodi seznam zuna njih izvajalcev, ki vsebuje:




a) naziv in sedeZ zunanjega izvajalca,
b) ime in priimek oseb, ki izvajajo zunanje storitve ter kontaktne podatke teh
oseb (naslov e-poste in telefonska Stevilka).
(6) Dolobe tega pravilnika se smiselno uporabljajo tudi v primerih, ko je Klub
obdelovalec osebnih podatkov.
(7) Klub lahko za vsak primer pogodbene obdelave poda pisno privolitev, da se
obdelava osebnih podatkov podeliv obdelavo drugemu obdelovalcu (podobdelava).

13. ¢len
(ukrepanje ob sumu nepooblaiéenega dostopa in obveséanje o krsitvah varnosti)

) Klub redno naértuje, izvaja in upravlja procese, ki so potrebni za izpolnjevanje
zahtev informacijske varnosti. V kolikor, kljub skrbnemu nad&rtovanju, izvajanju in
upravljanju varnostnih procesov, pride do krsitve varstva osebnih podatkov, mora Klub
reagirati na nacininv rokih kot jih doloca ta pravilnik.

(2) Clani organov Kluba in sodelavci so dolZni o aktivnostih, ki so povezane Z
odkrivanjem ali nepooblascenim uni¢enjem zaupnih podatkov, nevestnim ravnanjem,
slonamerni ali nepooblasceni uporabi, prilas€anju, spreminjanju  ali ogrozanju
celovitosti sistemov/streznikov, odpovedovanje dostopnosti storitev (npr. denial of
service — DOS/DDOS), spreminjanju ali okvari spletnih strani ali streznikov, vdoru ali
poizkusu vdora v sistem, prevari ipd. (v nadaljevanju: varnostni incident), nemudoma
po zaznanem varnostnem incidentu obvestiti zakonitega zastopnika Kluba, sami pa
poskusajo taksno aktivnost prepreciti. Prijava varnostnega incidenta se poda preko
razli¢nin kanalov (telefonski Kklic, elektronska podta)V primeru, da se pri pregledu
varnosti odkrije zlorabo pooblastil, mora biti o tem obveg&en zakoniti zastopnik Kluba.
(3) V kolikor se pri pregledu varnosti odkrije, da je za varnostni incident odgovoren
¢lan organa Kluba ali sodelavec Kluba, mora biti o tem obvescen zakoniti zastopnik
Kluba.

(4) 7 nastankom varnostnega incidenta se ~aéne voditi azuren, natancen in
verodostojen zapis incidentov (v nadaljevanju: dnevnik aktivnosti), ki vsebuje vse
informacije in akcije, povezane z varnostnim incidentom. Za vsak vnos v dnevnik je
potrebno dodati datum, &as in vir informacije.

(5) Po kon&ani aktivnosti osebe iz prejsnjega odstavka tega ¢lena potrdijo odpravo
incidenta. Vsi varnostni incidenti se belezijo v dokument sVarnostni incidentix, ki je na
strezniku Kluba dostopen osebam, ki opravljajo preiskave incidentov. Ni dovoljeno
razkrivati podatkov o preiskavi, njenega namena, podrobnosti ali rezultatov nikomuir,
razen tistim, za katere zakoniti zastopnik Kluba odlogi, da se jim lahko razkrije.

(©) V kolikor je Klub upravijavec osebnih podatkov mora Vv primeru varnostnega
incidenta, na podlagi 33. ¢lena Splogne uredbe, obvestiti nadzorni organ najpozneje v
72 urah. V primeru, da je Klub obdelovalec osebnih podatkov, mora po seznanitvi z
varnostnim incidentom brez nepotrebnega odlasanja uradno obvestiti upravijavca.

14. élen



(odgovornost za izvajanje varnostnih ukrepov in Postopkov)

(1 Vsak, ki obdeluje osebne podatke (Elani organov Kluba, sodelavei in Zunanyji
izvajalci), je dolzan izvajati predpisane postopke in ukrepe za varnost osebnih
podatkov v skladu s predpisi s podro&ja varstva osebnih podatkov in varovati osebne
podatke, za katere je zvedel oziroma bil z njimi seznanjen pri opravljanju svojega dela.

(2) Obveznost varstva osebnih podatkov ne preneha s prenehanjem funkcije ali s
prenehanjem veljavnosti pogodbe, ki je podlaga za obdelavo osebnih podatkov.
(3) Za izvajanje Postopkov in ukrepov za varnost osebnih podatkov so odgovorne

(4) Nadzor nad izvajanjem Postopkov in ukrepov, doloc¢enih s tem pravilnikom,
opravlja zakonitj zastopnik Kluba.

(5) Osebe, ki obdelujejo osebne podatke morajo podpisati posebno izjavo, ki jih
veZe k varovanju Zaupnih podatkov in ravnanju z njimi.

(6) Iz podpisane izjave mora biti najmanj razvidno, da je podpisnik seznanjen z

pogodbenih obveznosti.

(8) Odgovornost iz prejsnjega odstavka ne izkljuuje kazenske in/ali od$kodninske
odgovornosti.

15. élen

(pooblaséena oseba za varstvo osebnih podatkov)

(1) Pooblas¢eno osebo za varstvo osebnih podatkov dolo¢i zakoniti Zastopnik
Kluba
2 Med naloge pooblaicene osebe za varstvo osebnih podatkov spadajo zlasti:

a) obvescanja upravijavca alj obdelovalca in ¢&lanoy organov Kluba in

ter s tem povezanimi revizijami,

C) svetovanje, kadar je to zahtevano, glede ocene ucinka v zvezi z varstvom
osebnih podatkov in spremljanje njenega izvajanja,

d) sodelovanje z nadzornim organom,

e) delovanje kot kontaktna toCka za nadzorni organ pri vprasanjih v zvezi z




(3) pPooblaitena oseba za varstvo osebnih podatkov pripravi in skrbi za seznam
odgovornih oseb in poobladcenih obdelovalcev, ki pri svojem delu obdelujejo osebne
podatke in ki morajo biti seznanjene s predpisi s podrocja varstva osebnih podatkov.
(4) Oseba, pooblasCena za varstvo osebnih podatkov na Klubu, skrbi za
proaktivnost pri obdelavi osebnih podatkov. Najmanj enkrat letno za ¢lane organov
Kluba, sodelavce in po potrebi tudi za zunanje izvajalce pripravi izobrazevanje na temo
varnosti osebnih podatkov in tveganj, ki jim je Klub izpostavljen zaradi neizvajanja
predmetnega pravilnika.

(5) Varnostna politika Kluba, veljavnost predmetnega pravilnika in njihovega
izvajanja v praksi, se morajo redno (najmanj enkrat letno) preverjati in dokumentirati.

16. ¢len
(konéne doloébe)

m Pravilnik stopi v veljavo naslednji dan po sprejetju tega pravilnika.

29.12. 2024

Predsednik delovnega predsedstva Zbora drustva SKZ
Lovro Ceh Breznik
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